MEMORANDUM OF UNDERSTANDING

EXCHANGE OF DATA BETWEEN

NAME OF HOSPITAL (or University)
AND

INSERT STATE DEPARTMENT OF HEALTH

Whereas, it is the mission of the INSERT STATE Department of Health and INSERT NAME OF HOSPITAL(or University) to protect the health of the people of our state, and 

whereas, birth defects and congenital anomalies may present a major financial and emotional burden for the patients and families of those involved, and  

whereas, the efficient administration of public health programs is an essential prerequisite to the delivery of health and medical services to such people, and 

whereas, the advancement of epidemiological and clinical research studies into the causes and treatment of birth defects and congenital anomalies are best served by the appropriate exchange of information, 

we, the undersigned, agree to the following principles in order to ensure the privacy of the affected parties, the security of the data systems, and the confidentiality of the data.

IF HAVE STATE RULE, ENTER ADMINISTRATIVE CODE OF LAW HERE AND EXPLAIN IT
· No information which identifies, or could be used to identify, any patient, provider, facility, or health plan shall be released in any form without the consent of the Director of the INSERT NAME OF BIRTH DEFECTS MONITORING PROGRAM and the Director of the Center for Health Statistics. (EXAMPLES OF PERSONAL IDENTIFIERS INCLUDE NAME, ADDRESS, SOCIAL SECURITY NUMBER, AS INDICATED BY HIPAA)
· Only employees of the INSERT NAME OF HOSPITAL / INSERT NAME OF UNIVERSITY AND STATE DEPARTMENT OF HEALTH shall be allowed access to the data.  Access shall be granted to only those employees who have an immediate and direct need, consistent with their employment. Only those staff affiliated with the birth defects monitoring program will be responsible for case abstraction according to state standards.
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· All data shall be stored on computers with adequate security systems that include, but are not limited to, password protection at log‑on. Equally secure provisions shall be made to ensure the security of archival and backup files.  

· Wherever possible, surveillance specialists shall work with files from which all personal identifiers have been removed. When linking files, surveillance specialists shall work with files from which has been removed all information not necessary for the linkage of the files.  

· Within 30 days, each party shall review any proposed publications, presentations, or other communications of the data prior to release in order to ensure that no potential compromises of privacy, confidentiality, or security occur. 

Nothing in this agreement shall be construed as exempting either party from all appropriate statutes or rules and regulations governing access to the data. 

This agreement may be immediately terminated at any point by the Director of the INSERT STATE Department of Health or the Chief Executive Officer of INSERT NAME OF HOSPITAL OR UNIVERSITY after consultation with appropriate individuals from both agencies. In such an event, all data obtained from the other party shall be immediately returned or permanently deleted.

_____________________  _________

_________________________     _______

INSERT NAME
           date


INSERT NAME
      
      date

Chief Executive Officer


Director

ENTER HOSPITAL NAME


ENTER STATE Department of Health
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